TexHOnornm o6ecneyeHnsa 6e30NacHOCTN B KOMMYTUPYEMbIX CeTAX

Cnuckmn ynpasneHua pocrtynom (Access Control List, ACL)

Authentication, Authorization, Accounting (AAA)

AyteHTndunkayuna 802.1X
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Cnucku ynpasneHua goctynom (Access Control List, ACL) AanatoTca cpenctsom punbTpaumm NOTOKOB AAaHHbIX 6€3 noTepu
NPON3BOANTENIBHOCTY, TaK Kak NpoOBepKa coaep*KMMOro NakeToB JaHHbIX BbINMOIHAETCA Ha annapaTHOM YPOBHe.

ACL npepctaBnAT cobon nocnenoBaTeNibHOCTb YC/IOBUIM MPOBEPKM MapaMeTpOoB MAKeTOB AaHHbIX. Korga coobuieHus
NOCTYMalT Ha BXOLHOW MNOPT, KOMMYTaTOp MpOBepAeT MnapamMeTpbl MakeTOB [aHHbIX Ha COBMNajeHue C Kputepusamum
bunbrpaymn, onpegeneHHbimn B ACL, 1 BbINOHAET Had NakeTaMu AaHHbIX OAHO 13 gencteui: Permit (Paspewwntb) nnn Deny
(3anpetuTb).

ACL ncrnonb3sytotca gna:

 OFPAHMYEHNA TUNOB NPUNOXKEHNI, Pa3peLleHHbIX ANA UCMONb30BaHMA B CETY;

« KOHTPONA AOCTYNa Nosib30BaTeNemn K CeTu;

« Knaccudukaumm n MapKMPOBKU NAaKeTOB ANA peannsauum Tpedbyemon nonntmnkm QosS.
ACL no3BonsaT 6opoTtbca ¢ atakamu Tna MAC Flooding.
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AAA - 5T0 OCHOBaHHaA Ha CTaHOapTaxX CTPYKTYpPa, NCNoJSiblyemMasn ANA KOHTPOA:

« Tex, KOMy pa3speLleH JOCTYM K CeTeBbIM pecypcam (Yepes ayTeHTUdPuKaumio);

« YTO MM pa3peLleHo aenaTb (Yepes3 aBTopu3saumio);

e perucTpauum gencTBnim, BbINOAHAEMbIX NPU JOCTYMe K ceTh (NocpeacTBOM yyeTa).

B cetn ucnonb3yetca cepsep AAA (TACACS+ nnn RADIUS), cnocobHbIn ayTeHTUdMUMpOBaTb Nonb3oBaTenen, obpabaTtbiBaTb
3anpocbl Ha aBTOpM3aUnio N coObupaTb YYETHbIE AaHHbIE.
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Cepren Onbra
KnueHTt 802.1X KnueHnt 802.1X
Username: Cepren Username: Onbra
Password: 456 Password: 789
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Cranpapt IEEE 802.1X ocyuwecTBnAaeT KOHTPOJb OCTYMa U He NO3BOJIAeT HeaBTOPM30BaHHbIM YCTPOUCTBAM NOAKIOYATLCA K
NOKasIbHOWM NPOBOAHOM UM 6€CNPOBOAHON CETM Yepe3 NOPTbl YCTPOMNCTBA CBA3W. OH onmcbIBaeT UCMOIb30BaHMe NPOTOKO/A
EAP (Extensible Authentication Protocol) ana noggepku ayteHTUGUKaUuMM C NOMOLLbI cepBepa ayTeHTUUKaun n
onpependaeT npouecc MHKancynAaummn aaHHbix EAP, nepefaBaembix MeXAY KNMEHTAMN 1 cepBepamm ayTeHTUGMKaLNN.

KommyTaTtopbl D-Link noggep»knsatot gBe peanusaunm ayteHTudmkaumm 802.1X:

- 802.1X Ha OCHOBe MOPTOB: NOC/Ie TOr0 Kak NOpT Oblsl aBTOPM30BaH, N0O0N KOMNbIOTEP, MOAKIIOUYEHHbBIN K HEMY, MOXET
NONYy4YnTb JOCTYM K CeTu.

« 802.1X Ha ocHoBe MAC-agpecoB: ayTeHTUPMKALMA MHOXKECTBA KIIMEHTOB Ha O4HOM U3NYECKOM MOPTY KOMMyTaTopa.
Kaxkabl y3en OofmKeH NPOXOANTb ayTEHTUPUKALMIO MHANBMAYANbHO ANA [OCTYNa K NOPTY.

dyHkuma Management VLAN

OyHkuunsa Port Security

OyHkuyunsa IP-MAC-Port Binding (IMPB)
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Management VLAN (VLAN ynpaBneHus) - 5T0 NogceTb, KOTopaa NCNOMb3yeTCA TONbKO /1A YNpaBfieHNA CETEBbIMN YCTPOMUCTBAMM.
OcHoBHOe Ha3HauyeHne Management VLAN - nosbiweHue ceteBon 6Ge3onacHocTu. Korga Becb TpaduK ynpaBreHus
Haxoautca B otgenbHon VLAN, HeaBTOpU30BaHHbIM NOJIb30BaTeNAM TPyAHEEe OTC/IEXKMBATb €ro U BbINMOJIHATbL BpefOHOCHbIe
oencTBnA B ceTu. Pabouasa CTaHUMA agMUHUCTPATOPA, C KOTOPOW BbIMOMHAETCA YNpPaBfeHne KOMMYTaTOpamu, AOSIKHA
HaXoAUTbCA B 3TON NOACETI.

Mo ymonuanwutio ynpasnawwen VLAN asnaetca VLAN 1 (default VLAN).

PekomeHpyeTcs:
« He MCMOoNb30BaTb HACTPOMKKM MO YMONYaHuIo 1 co3aatb HoByio VLAN, KoTopyto caenaTb ynpaBnaooLwen;
 CMOMOLLbIO CNUCKOB YNpaBieHnA [oCcTynom 3anpetntb goctyn K ynpasnawowen VLAN n3 gpyrmnx VLAN, co3gaHHbIX B ceTu.
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®OyHKkums Port Security ncnonb3yerca ans KOHTPOS AOCTYMNa YCTPONCTB K NOPTaM KOMMYTaTOPOB.

YcTponcTBa, KOTOPbIM pa3spelleHo noakayatbca K nopty, onpegenatTtcd no MAC-agpecam. MAC-agpeca moryT ObiTb
N3yyeHbl AUHAMNYECKN UITN HACTPOEHbI BPYUYHYIO.

MO>HO OrpaHMUYNTb KONNMYECTBO M3y4vaeMbix nopTtom MAC-agpecoB, TeM CamMbiM, OFPaHNYMB KOIMYECTBO MOAKIIOYAEMbIX K
HeMy y3/10B.

DyHKkumA Port Security nossonaet 6opotbca ¢ atakamm Tuna MAC Flooding, MAC Spoofing.
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OyHkuma IP-MAC-Port Binding (IMPB) no3BondeT KOHTPOAMPOBATb AOCTYN KOMMbIOTEPOB B CETb HAa OCHOBE WUX

IP/MAC-agpecoB v nopTa NOAKNIOYEHUA.

PaboTta ¢yHKUMM OCHOBAHA Ha CPaBHEHUM MAapPaMETPOB BXOAALWMX NAKETOB C MapaMeTpamMn XPaHALMXCA Ha KOMMYyTaTope

3anuncen, ceasbiBaownx MAC- n IP-agpeca KInMeHTCKMX YCTPOUCTB C MOPTaMu MOLKITIOYEHUA:

. npu coBrnageHum Bcex coctaBnaowmx (IP/MAC-agpecos 1 nopta), NakeTbl OyayT nepeaaBaTbCs, U KIMEHTbI MOMyYaT AOCTYN B CETb;

« MpPY NoaKNUYeHNn KnneHta, cBaska MAC-IP-nopT kotoporo GyaeT oTnnyatbCA OT MapPaMETPOB 3apaHee CKOHPUIYpPUPOBAHHOW
3anmcuy, KommyTatop 3abnokmnpyet MAC-agpec COOTBETCTBYIOLLIETO Y3/1a C 3aHECEHMEM Er0 B K4EPHbIN JINCT.

OyHkuma IMPB no3sonset 6opoTtbcA ¢ atakamu Tna ARP Spoofing n atakamn Ha npotokon DHCP.

BupTtyanbHble nokanbHble cetu (VLAN)

Otpen 1 (VLAN 1)
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Otpen 3 (VLAN 3) Otnen 4 (VLAN 4) Otnen 5 (VLAN 5)
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« BupryanbHon nokanbHon cetbto (Virtual LAN, VLAN) Ha3biBaeTcA nornyeckaa rpynna y3noB ceTu, Tpapuk KOTOPOWU
NOMHOCTbIO N30INPOBAaH OT APYrnX Y3/10B CETU Ha KaHaJIbHOM YPOBHE.

 [lepepaya KagpoB MeXxAy pa3HbIMU BUPTYasibHbIMK ceTAMU Ha ocHoBaHUM MAC-agpeca HeBO3MOKHaA He3aBUCUMMO OT THMa
ajpeca - "HAUBUAYaNbHOrO, FPYNMNOBOIro Ui LUMPOKOBELATeSIbHOrO.

 Micnonb3zoBaHue VLAN no3sonAeT NoBbiCUTb 6€30MacHOCTb ceTn bnarogapA nsonaummn Tpadurka pasnnyHbIX rpynn y3nos.
[MonuTMKy B3aMMoaencTBUA NONb30BaTesNen U3 pasHbIX BUPTYasibHbIX CETEN MOXHO onpeaenuTb C MOMOLbIo GUNBTPOB UNK
CMNCKOB YNpaBfieHNA 4OCTYNOM, HACTPOEHHbIX HA KOMMYyTaTope W MapLipyTmn3aTope.

CermeHTtayuna tpadpuka
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DOyHkuyma Traffic Segmentation (cermeHTauna Tpaduka) cnyXut ana pasrpaHnyeHms Tpadmnka Ha KaHanbHOM ypoBHe. OHa
NO3BONAET HACTPaKBaTb MOPTbI UK FPYNMMbl MOPTOB KOMMYTAaTOPa TakUM 06pa3om, YUTOObl OHM ObifIV NOSTHOCTbIO N30IMPOBAHDbI
OPYr OT gpyra, HO B TO €& BPeMsa MMenu AOCTyn K pa3gensaemMbiM NopTam, UCMOb3yeMbIM 1A MOAKIOYEHNA CEPBEPOB NN
MarncTpanu ceTtu.

B kopnopaTtnBHOWM ceT GYHKLMA MOXKET MCMOJb30BaTbCA ANA 3aWunTbl TpadrKa OTAENOB, PaboTaWMX C KPUTUYECKN BaXKHOM
NHbopMaLMen NN Ana N3onALMnN NOTEHLNANIbHO ONACHbIX OTAE/IOB OT OCTaSIbHON CETW.

B ceTaAx npoBanaepoB cermeHTauma Tpaprka NO3BOMAET N30NMPOBATb MOTOKU AAHHbIX KNIMEHTOB.
[lna noBbiweHnA 6e30NacHOCTU N CTabMNbHOCTN PabOTbl CETU CErMeHTaLmA TpadnKka MOXKET ncnonb3oBaTbcA BHYTpr VLAN.

OyHkuma 802.1X Guest VLAN
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DyHkumAa 802.1X Guest VLAN nossonaet HacTpouTb rocteByto VLAN ana kKaxkgoro noprta kKommyTtatopa ¢ nogaepxkon IEEE
802.1X anAa npenoctaBneHUA KnmeHTam (Hanpumep, NoCeTUTeNIAM KOMMNaHWUM) OrpaHNYeHHbIX CepPBUCOB.

Korga KnMeHT nogKniyaeTca K NopTy KOMMyTaTopa C akTuBMUpoBaHHOW ayTeHTudmnkaumnen 802.1X n pyHkumnen Guest VLAN,

NPOUCXOANT NpOoLecC ayTeHTUDUKaLUN:

e MPU YyCnewHon ayTeHTUdMKaumm KnneHT nomewaetrcAa B VLAN HasHauveHma (Target VLAN) B cootBetctBUM C
npenycTtaHoBneHHbIM Ha cepepe RADIUS atpubyTtom VLAN. Ecnn 3TOT napameTp He onpeneneH, KNMeHT OyaeT BO3BpaLleH
B nepBoHayvanbHyto VLAN (B COOTBETCTBMM C HACTPOMKaMM NOpTa NOAKNIOYEHNA).

 MPUW HeyCnewHon ayTeHTUGUKaLmnum KNueHT octaHeTcA B rocteson VLAN.

UneHbl rocteson VLAN moryT B3anmoencTsoBaTb gpyr ¢ gpyrom B npegenax 3tom VLAN He3aBMCKMMO OT TOro, NpoLwiv OHu
ayTeHTUPuMKaumio 802.1X nnu Her.
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